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>> Microsoft Purview

Information Protection und Data Loss Prevention

EGOS!

the education company

Der Kurs vermittelt den Teilnehmern die notwendigen Fahigkeiten, um Microsoft Purview zur
Verbesserung der Datensicherheit in Microsoft 365 zu nutzen.

lhr Nutzen

Die Teilnehmer lernen, sensible Informationstypen zu erstellen und zu
verwalten, Sensitivitdatskennzeichnungen zu Gberwachen, Richtlinien
zur automatischen Kennzeichnung anzuwenden und Richtlinien zur
Verhinderung von Datenverlusten (DLP) zu konfigurieren, um
Unternehmensdaten zu schiitzen und die Einhaltung von
Datenschutzstandards zu gewahrleisten.

Preis pro Teilnehmer
EUR 850,- exklusive der gesetzlichen MwsSt.
Seminardauer

1 Tag(e)/Day(s)

Seminarinhalte

* Erstellen und Verwalten sensibler Informationstypen

- Vergleich zwischen integrierten und benutzerdefinierten sensiblen
Informationstypen

- Erstellen und Verwalten von benutzerdefinierten sensiblen
Informationstypen

- Beschreibung von benutzerdefinierten sensiblen Informationstypen
mit exakter Dateniibereinstimmung

- Implementierung von Dokumenten-Fingerprinting

- Beschreiben von benannten Entitdten

- Schlisselwort-Worterbuch erstellen

* Erstellen und Konfigurieren von Sensitivitdtskennzeichnungen mit
Microsoft Purview

- Ubersicht {iber Sensitivitidtskennzeichnungen

- Erstellen und Konfigurieren von Sensitivitatskennzeichnungen und
Kennzeichnungsrichtlinien

- Konfigurieren der Verschllsselung mit Sensitivitatskennzeichnungen

- Richtlinien zur automatischen Kennzeichnung implementieren

- Verwenden Sie das Datenklassifizierungs-Dashboard zur Uberwachung
von Sensitivitatskennzeichnungen

* Verhindern von Datenverlusten in Microsoft Purview

- Uberblick tiber die Vermeidung von Datenverlusten

- Identifizieren Sie zu schitzende Inhalte

- Identifizieren Sie sensible Daten mit optischer Zeichenerkennung
(Vorschau)

- Definieren Sie Richtlinieneinstellungen fir lhre DLP-Richtlinie

- Testen und erstellen Sie lhre DLP-Richtlinie

- Vorbereiten von Endpoint DLP

- Verwalten von DLP-Warnungen im Microsoft Purview Compliance-
Portal

- Anzeigen von Data Loss Prevention-Berichten

- Implementieren der Microsoft Purview Extensio

* Implementieren Sie Informationsschutz und Data Loss Prevention mit
Microsoft Purview

- Erstellen eines sensiblen Informationstyps

- Erstellen und Veroffentlichen eines Sensitivitatslabels

- Erstellen und Zuweisen einer Auto-Labeling-Richtlinie

- Erstellen Sie eine Richtlinie zum Schutz vor Datenverlust (DLP)

Voraussetzungen

Azure Active Directory-Mandant sowe ein aktives Azure-Abonnement.
Grundlegendes Verstdandnis von Microsoft 365-Produkten und -
Diensten.

Vertrautheit mit Microsoft Purview sowie

Verstandnis der Datensicherheitskonzepte

Hinweise
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Lernen und Entwickeln

WWW.egos.co.at




